
 

The KYC policy is outlined as per the direc5ves of the Reserve Bank of India 
(DBR.AML.BC.No.81/14.01.001/2015-16) updated on April 20th,2018  
The board of Sarvjan has appointed Mr Atul Wadhwa as Designated Director to ensure overall 
compliance with the obligaNons imposed under Chapter IV of the PML Act. 

As per RBI direcNves the appointment of Mr Atul Wadhwa has been communicated to FIU-IND  

The board further appoints Mr Samir Malik as a principal officer to ensure repor5ng, monitoring 
and sharing the required informa5on as required under law / regula5ons  

The appointment of Mr Samir Malik as a principal officer has also been communicated to FIU-IND 

 Together Mr Atul Wadhwa & Mr Samir Malik will cons5tute senior Management and would be 
responsible for ensuring compliance of KYC & AML guidelines  

KYC & AML Guidelines  

1) PREAMBLE  

KYC procedures enable the Company to know/understand their customers and their financial 
dealings beQer which in turn help them manage their risks prudently and prevent the Companies 
from being used, inten5onally or uninten5onally, by criminal elements for money laundering 
ac5vi5es. 

This policy has also been framed keeping in mind various guidelines and circulars issued by 
Reserve Bank of India from 5me to 5me. 

 The policy has the following four key pillars:  

1) Customer Acceptance Policy  

2) Customer Iden5fica5on Procedure 
3) Monitoring of Transac5on 
4) Risk management.  
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2.POLICY FUNDAMENTALS  

Defini5on of customer. A Customer is:  

• A person or en5ty that maintains an account and/or has a business rela5onship with 
Sarvjan India Fintech Pvt Ltd .(essen5ally business  loan customers )  

• One on whose behalf the account is maintained (i.e. the beneficial owner);  

• Beneficiaries of transac5ons conducted by professional intermediaries, such as Stock 
Brokers, Chartered Accountants, Solicitors, etc. as permiQed under the law, and  

• Any person or en5ty connected with a financial transac5on which can pose a significant 
reputa5onal or other risk to Sarvjan India Fintech Pvt Ltd Eg , a wire transfer or issue of a 
high value demand draZ as a single transac5on.  

KYC guidelines will also be applicable to associates/agencies/intermediaries associated with 
Sarvjan India Fintech Pvt  Ltd. as follows:  

I. Empanelled lawyers 
II. Empanelled valuers  
III. FI agencies  
IV. Direct Selling Agents/Direct selling team  
V. Any other intermediary  

The Company will collect legal name and en5ty/Iden5ty proof, permanent address proof as per 
Annexure I for various types of associates/agencies/intermediaries cap5oned above.  

In the formula5on of this policy, as suggested by RBI’s KYC guidelines, it is kept in considera5on 
that adop5on of customer acceptance policy and its implementa5on should not become too 
restric5ve and must not result in denial of loan services to general public, especially to those, who 
are financially or socially disadvantaged.  
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3.Customer Acceptance Policy (CAP)  

The Customer Acceptance Policy will ensure the following aspects of customer rela5onship  

• No account is opened in anonymous or fic55ous/benami name(s);  

• Risk in terms of the loca5on of customer and his clients and mode of payments are duly 
checked;  

• Volume of turnover, social and financial status, etc. will form the basis for categoriza5on of 
customers into low, medium and high risk ; customers requiring very high level of 
monitoring, e.g. Poli5cally Exposed Persons will be given due considera5on.  

• Documenta5on requirements and other informa5on will be collected in respect of 
different categories of customers depending on perceived risk and guidelines issued from 
5me to 5me; Declara5on will be taken from the customer that the proceedings/
transac5ons are not in viola5on of the PML Act, 2002 and RBI regula5ons in this regard as 
necessary.  

• Neither open nor close any account where the Company is unable to apply appropriate 
customer due diligence measures, i.e. the Company is unable to verify the iden5fy and /or 
obtain documents required as per the risk categorisa5on due to non-co-opera5on of the 
customer or non-reliability of the data/informa5on furnished to the Company.  

• Permanent Address proof from new applicants will be collected. The documents which can 
be accepted as proof of address are men5oned in Annexure I  

• For exis5ng customers who wish to preclose their loan account with Sarvjan India Fintech 
Pvt Ltd the following will be collected:  

• Permanent Address proof (As per Annexure I)  

• A declara5on from the customer regarding source of funds being used for pre closure of 
the loan account  

• Closure of the loan account authority will be restricted to authorized person at the branch 
or head office.  

In the following circumstances, the account may be operated by a mandate holder or the account 
may be opened by an intermediary in a fiduciary capacity hence the customer is permiQed to act 
on behalf of another person/en5ty, in conformity with the established law and prac5ces:  

• If applicant is NRI/PIO  

• If applicant is a limited company 

• If applicant is a partnership firm.  
• Any other circumstance where it is not possible for the applicant to be present at the 

branch loca5on physically available.  

• Any other circumstance where it is not possible for the applicant to be present at the 
branch loca5on physically available.  

Necessary checks before any loan disbursement will be carried out through in house verifica5on 
team or FI agency so as to ensure that the iden5ty of the customer does not match with any 
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person with known criminal background or with banned en55es such as individual terrorists or 
terrorist organiza5ons, etc.  

The Company will prepare a profile for each new customer during the credit appraisal based on 
risk categoriza5on as men5oned in this policy and as per credit risk policy and opera5ons manual.  

The customer profile will contain informa5on rela5ng to the customer’s iden5ty, social/financial 
status, nature of business ac5vity, informa5on about his clients‟ business and their loca5on, etc. 
The nature and extent of due diligence will depend on the risk perceived by the company. At the 
5me of credit appraisal of the applicant the details will be recorded along with his profile based on 
mee5ng with the applicant (by our  company  representa5ve) apart from collec5on of applicable 
documents; this will be as per our credit and product norms which are incorporated in the 
opera5on manual and are in prac5ce. However, while preparing customer profile The Company 
will seek only such informa5on from the customer which is relevant to the risk category and is not 
intrusive.  

The customer profile will be a confiden5al document and details contained therein shall not be 
divulged for cross selling or for any other purposes against monetary considera5on. The Company 
will con5nue to share our client data with CIBIL/ other credit bureaus and empanelled FI agencies 
and such other organiza5ons/en55es subject to confiden5ality clause, since the purpose of 
sharing this informa5on is to ensure risk minimiza5on.  

As per KYC policy, for acceptance and iden5fica5on, customers are categorized broadly into low 
risk, medium risk, and high risk categories: -  

i.  Low risk customers for the purpose of this policy will be individuals and en55es whose 
iden55es and sources of wealth can be easily iden5fied, have structured income and 
transac5ons in whose accounts by and large conform to the known profile.  

Illustra5ve examples of low risk customers could be:  

a. Salaried applicants with salary paid by cheque and Salaried applicants with variable 
income/unstructured income receiving salary in cheque  

b. Salaried applicants working with Private limited companies.  

c. People belonging to government departments  

d. People working with government owned companies, regulators and statutory bodies, etc.  

e. People belonging to lower economic strata of the society whose accounts show small 
balances and low turnover  

f. People working with Public Sector Units  

g. People working with reputed Public Limited companies & Mul5na5onal  
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Companies  

h. Self Employed professionals other than HNIs  

i. Self Employed customers with sound business and profitable track record for a reasonable 
period  

ii.  High risk customers that are likely to pose a higher than average risk to us may be 
categorized high risk. This would be done depending on customer’s background, nature 
and loca5on of ac5vity, country of origin, sources of funds and his client profile, etc. The 
Company will examine the case in details based on the risk assessment as per our credit 
risk policy and guidelines of opera5ons manual. 

 Examples of high risk customers requiring higher due diligence may include:  

a. Non-resident customers,  

b. High net worth individuals, without an occupa5onal track record of more than 3 years.  

c. Trusts, chari5es, NGOs and organiza5ons receiving dona5ons  

d. Companies having close family shareholding or beneficial ownership,  

e. Firms with „sleeping partners‟,  

f. Poli5cally exposed persons (PEPs) of foreign origin,  

g. Non-face to face customers,  

h. Those with dubious reputa5on as per available public informa5on, etc. iii. Medium Risk 
customers would include  

a.  High Net Worth Individuals with occupa5onal track record of more than 3 years.  Our 
exposure to any of our clients is subject to our credit risk policy and opera5ons manual of 
the Company. However, for customer acceptance, KYC is a prerequisite for a credit risk 
grading.  

4. Customer IdenNficaNon Procedure (CIP)  

1. Customer iden5fica5on means iden5fying the customer and verifying his/ her iden5ty by 
using reliable, independent source documents, data or informa5on while establishing a 
rela5onship. The Company will obtain sufficient informa5on such as Aadhar Card , Voter ID 
card, PAN number, Passport etc. necessary to establish, to our sa5sfac5on, the iden5ty of 
each new customer, whether regular or occasional and the purpose of the intended nature 
of rela5onship.  

It will be ensured that due diligence is observed based on the risk profile of the customer 
in compliance with the extant guidelines in place and the same will be available for 
verifica5on. Besides risk percep5on, the nature of  
informa5on/documents required will also depend on the type of customer (individual, 
corporate etc.). For customers that are natural persons, The Company has to obtain 
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sufficient iden5fica5on data to verify the iden5ty of the customer, his address/loca5on, 
and also his recent photograph. The Company collects iden5ty proof, bank account details 
and property documents and have them verified via its empanelled independent FI 
agencies. The customer’s   occupa5on, residence & income will also be verified 

For customers that are legal persons or en55es, the Company will:  

i. verify the legal status of the legal person/ en5ty through proper and relevant documents,  

ii. Verify that any person purpor5ng to act on behalf of the legal person/en5ty is so 
authorized and iden5fy and verify the iden5ty of that person and For (i) & (ii) 
Memorandum of Associa5on and board resolu5on will be collected to ensure that the 
person purpor5ng to act on behalf of the legal person/en5ty is authorized to do so, apart 
from applicable field/document inves5ga5ons. In case of partnership firm, a copy of 
partnership deed along with the registra5on cer5ficate of the firm, if registered and 
power of aQorney in favour of the person purpor5ng to act on behalf of the firm shall be 
collected.  

In order to authen5cate the iden5ty of the person so purpor5ng to represent the 
Company / Firm, Signature verifica5on / aQesta5on shall be done either from the Banker 
or copy of passport, driving license or Pan Card to be taken.  

iii. Understand the ownership and control structure of the customer and determine who are 
the natural persons who ul5mately control the legal person. For this the  
Company will collect Shareholding leQer duly cer5fied by the Company Secretary/
company’s Auditor/Chartered accountant and Necessary Resolu5on / authoriza5on etc.  

2. Due diligence for High risk customer iden5fica5on will be as follows  

a. Non-resident customers, due diligence including email verifica5on of employment of the 
customer, collec5on of a local guarantor & power of aQorney along with their 
iden5fica5on proofs and verifica5on of their residence/office will be done, if found 
necessary.  

b. High net worth individuals, with less than three years occupa5onal track record due 
diligence would include personal discussion with the applicant, analysis of bank statement 
and financial statements , details of client profile &  sources of fund will be obtained, if 
required.  

c. Trusts, chari5es, NGOs and organiza5ons receiving dona5ons, as and when such cases are 
received due diligence to be undertaken as for other cases in the high risk categories.  

d. Companies having close family shareholding or beneficial ownership, due diligence 
including personal discussion with the applicant will be done. In case of company’s 
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propor5onate income being considered to the extent of the customer’s Shareholding in 
the Company- board resolu5on authorizing the director(s) to sign on behalf of the 
Company will be collected. Also signature verifica5on of the person(s) issuing the board 
resolu5on will be collected, if necessary. (e) Firms with „sleeping partners‟, due diligence 
including personal discussion with the applicant will be done. If income of the partnership 
firm is being considered, then The Company will collect a leQer signed by all the partners 
authorizing the concerned partner(s) to sign on behalf of the partnership to be con5nued. 
Also signature verifica5on of the person(s) issuing this authority leQer will be collected, if 
necessary.  

e. Poli5cally exposed persons (PEPs) of foreign origin, same due diligence as NRI/PIO to be 
undertaken, though the Company is not doing cases of applicants of foreign origin. Only 
cases of applicants of Indian Origin working abroad are done.  

f. Non-face to face customers, due diligence including telephonic/personal discussions be 
done, if required. Informa5on from reliable sources will be obtained for establishing the 
existence of the person.  

g. Cases received from customers having dubious reputa5on as per available public records  
will not be entertained.  

h. Customer iden5fica5on requirements in respect of a few typical cases, especially, legal 
persons requiring an extra element of cau5on are given below:  

 Trust/Nominee or Fiduciary Accounts There exists the possibility that trust/nominee or 
fiduciary accounts can be used to circumvent the customer iden5fica5on procedures. 
Hence, as and when such cases are received, the Company will determine whether the 
customer is ac5ng on behalf of another person as trustee/nominee or any other 
intermediary. If so, the Company may insist on receipt of sa5sfactory evidence of the 
iden5ty of the intermediaries and of the persons on whose behalf they are ac5ng, as also 
obtain details of the nature of the trust or other arrangements in place. In the case of a 
“founda5on”, steps will be taken to verify the founder managers/directors and the 
beneficiaries, if defined.  

a. Accounts of companies and firms  

The Company will be careful while processing the cases of business en55es especially to 
establish that individuals are not using those en55es for maintaining accounts. The 
Company shall seek informa5on, if required, on the control structure of the en5ty, source 
of funds and the natural persons who carry a controlling interest in the management. 
These requirements may be moderated as per our credit risk policy and guidelines of the 
opera5ons manual, for e.g. in the case of a public company it will not be necessary to 
iden5fy all the shareholders.  

Page  of  7 15



b. Client accounts opened by professional intermediaries   

When the Company has knowledge or reason to believe that the client account opened by 
a professional intermediary like Direct Selling Agent or Direct selling team or any other 
sales intermediary by whatever name called is on behalf of a single client, that client will 
be iden5fied. Where the Company relies on the  
“customer due diligence‟ (CDD) done by an intermediary like Field inves5ga5on agency or 
technical agency or lawyer or any other opera5on processing intermediary by whatever 
name called, the Company will ensure that the intermediary is having a bona fide iden5ty 
with an established track record.  

c. Accounts of Poli5cally Exposed Persons (PEPs) residing outside India. Poli5cally exposed 
persons are individuals who are or have been entrusted with prominent public func5ons in 
a foreign country, e.g. Heads of States or of Governments, senior poli5cians, senior 
government/judicial/military officers, senior execu5ves of state-owned corpora5ons, 
important poli5cal party officials, etc. The Company will gather sufficient informa5on as 
available on any person/customer of this category intending to establish a rela5onship and 
check all the informa5on available on the person in the public domain. The Company will 
verify the iden5ty of the person and seek informa5on about the sources of funds before 
accep5ng the PEP as a customer. The above norms may also be applied to the accounts of 
the family members or close rela5ves of PEPs.  

d. Accounts of non-face-to-face customers   

In the case of non-face-to-face customers, apart from applying the usual customer 
iden5fica5on procedures, The Company will do telephonic/personal discussion with the 
applicant, if necessary. Applicant will be met by the Sales representa5ve of the Company 
and will fill up the mee5ng sheet on that basis to mi5gate the higher risk involved, as 
applicable. Cer5fica5on of all the documents presented may be insisted upon and, if 
necessary, addi5onal documents may be called for and applicable verifica5on of these 
documents will be done. In the case of cross-border customers, there is the addi5onal 
difficulty of matching the customer with the documenta5on and the Company may have 
to rely on third party cer5fica5on/introduc5on. In such cases, it will be ensured that 
generally the third party is a regulated and/or supervised en5ty with an established track 
record. Hence apart from the exis5ng due diligence for such customers The Company may 
take resident Indian Co-applicant as a party to the loan proposal or a local resident 
guarantor to the loan with iden5ty verifica5on. An indica5ve list of the nature and type of 
documents that may be relied upon for customer iden5fica5on is given in the Annexure I.  

5. Monitoring of TransacNons  

a. Ongoing monitoring is an essen5al element of effec5ve KYC procedures. Since the 
Company is a nonbanking finance company and all our loans are tenure based with a 
fixed/variable instalment paid through electronic clearing system (ECS) mandate or 
Instalment repayment cheques or Cash, our monitoring structure will be relevant to our 
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nature of opera5ons. The Company will pay special aQen5on to all unusually large 
transac5ons involving large cash and the Company will introduce cash transac5on 
repor5ng system above Rupees ten lacs. Risk categoriza5on as is men5oned in this policy 
may be updated as and when required by the management. In case of overdue/default 
accounts where there is scope for mee5ng or vejng the profile of this customer again, 
due diligence if found necessary will be carried out. Subsequent to our sanc5on, during 
the period of part disbursement 5ll full disbursement if any unusual transac5on/
development comes to our knowledge rela5ng to money laundering the same will be 
verified and no5fied as required, The Company will ensure that a record of transac5ons in 
the accounts is preserved and maintained as required in terms of sec5on 12 of the PML 
Act, 2002. The Company will ensure that transac5ons of suspicious nature as defined in 
Annexure II and/or any other type of transac5on no5fied under sec5on 12 of the PML Act, 
2002, is reported to the appropriate law enforcement authority, as and when detected by 
our officials through the Principal Officer.  

b. The Company will maintain proper record in accordance with the PML Act, 2002, of all 
cash transac5ons (deposits and withdrawals) of Rupees ten lacs and above. As a maQer of 
policy, the Company does not accept deposits. No loan is disbursed in cash and no 
monthly instalment above Rupees ten lacs is accepted in cash. Any transac5ons of 
suspicious nature as per Annexure II are to be reported to the Principal Officer 
immediately. In addi5on, thereto, the Branches shall on monthly basis furnish a cer5ficate 
to the Principal Officer evidencing that neither such prohibited transac5ons and/nor cash 
transac5on as specified in the policy have taken place.  

6.Risk Management  

a. Internal Audit: The Company’s internal audit department will evaluate and ensure 
adherence to the KYC policies and procedures. As a general rule, the compliance func5on 
will provide an independent evalua5on of the Company’s own policies and procedures, 
including legal and regulatory requirements. Internal Auditors may specifically check and 
verify the applica5on of KYC procedures at the branches and comment on the lapses 
observed in this regard. The compliance in this regard will be put up before the Audit 
CommiQee of the Board along with their normal repor5ng frequency. A compliance 
conforma5on from Branch will be obtained by the Principal officer.  

b. Employee Training: The Company will have an ongoing employee training program so that 
the members of the staff are adequately trained in KYC procedures. Training requirements 
will have different focuses for frontline staff, compliance staff and staff dealing with new 
customers so that all those concerned fully understand the ra5onale behind the KYC 
policies and implement them consistently.  
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c. Customer EducaNon: The Company will educate the customer on the objec5ves of the KYC 
programme so that customer understands and appreciates the mo5ve and purpose of 
collec5ng such informa5on  

d. IntroducNon of New Technologies: The Company will pay special aQen5on to any money 
laundering threats that may arise from new or developing technologies including on-line 
transac5ons that may favour anonymity, and take measures, if needed, to prevent their 
use in money laundering schemes as and when online transac5ons are started /accepted 
by the Company.  

e. KYC for the ExisNng Accounts: The Company will apply the KYC norms to the exis5ng 
customers of loan accounts on the basis of materiality and risk envisaged by it for those 
exis5ng loan accounts.  

f. Where The Company is unable to apply appropriate KYC measures due to non-furnishing 
of informa5on and /or non-coopera5on by the customer, The Company will follow up with 
the exis5ng iden5fied customers for KYC compliance, Closure decision if at all is required 
will depend upon our internal assessment and will be taken at a Senior Level of DGM and 
above only aZer issuing due no5ce to the customer explaining the reasons for taking such 
a decision.  

g. Applicability to branches and subsidiaries outside India: The above guidelines will also 
apply to the branches and majority owned subsidiaries located abroad, especially, in 
countries which do not or insufficiently apply the Financial Ac5on Task Force (FATF) 
Recommenda5ons, to the extent local laws permit as and when the Company opens 
overseas branches. When local applicable laws and regula5ons prohibit implementa5on of 
these guidelines, the same will be brought to the no5ce of  RBI.  

h. Appointment of Principal Officer: The Company designates Head – Compliance as 
“Principal Officer.‟ He will be located at our head/corporate office and will be responsible 
for monitoring and repor5ng of all transac5ons and sharing of informa5on as required 
under the law. He will maintain close liaison with enforcement agencies, NBFCs and any 
other ins5tu5on which are involved in the fight against money laundering and comba5ng 
financing of terrorism. He will also ensure that there is proper system of fixing 
accountability for serious lapses and inten5onal circumven5on of prescribed procedures 
and guidelines. However, any such ac5on has to be documented and placed before the 
management commiQee of the Company. Principal Officer will also report any unusual 
maQer/informa5on to the management commiQee of the Company as and when it occurs.  

i. Maintenance of records of transac5ons (As per Rule 3 of the Preven5on of Money 
Laundering Rules 2005) The Company will maintain proper record of the under men5oned 
transac5ons:  
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i. All cash transac5ons of the value of more than rupees ten lacs or its equivalent in foreign 
currency, though by policy The Company does not accept cash deposits in foreign 
currency.  

ii. All series of cash transac5ons integrally connected to each other which have been valued 
below rupees ten lacs or its equivalent in foreign currency where such series of 
transac5ons have taken place within a month.  

iii. All cash transac5ons where forged or counterfeit currency notes or bank notes have been 
used as genuine and where any forgery of a valuable security has taken place; any such 
transac5ons  

iv. All suspicious transac5ons as men5oned in Annexure II  

j. Informa5on to be preserved  

The Company will maintain the following informa5on in respect of transac5ons referred to 
in the preceding point on “Maintenance of records of transac5ons”  

▪ The nature of the transac5ons 
▪ The amount of the transac5on and the currency in which it was 

denominated 
▪ The date on which the transac5on was conducted 
▪ The par5es to the transac5on.  

The Company sanc5ons and disburses files on the system; hence it has a system for proper 
maintenance and preserva5on of account informa5on in a manner that allows data to be 
retrieved easily and quickly whenever required. However, the Company will maintain 
account informa5on for at least ten years from the date of cessa5on of transac5on 
between the Company and the client, all necessary records of transac5ons, both domes5c 
or interna5onal, which will make available individual transac5ons (including the amounts 
and types of currency involved if any) so as to provide, if necessary, evidence for 
prosecu5on of persons involved in criminal ac5vity.  

The Company will ensure that records pertaining to the iden5fica5on of the customer and his 
address (e.g. copies of documents like passports, iden5ty cards, driving licenses, PAN, u5lity bills 
etc.) obtained while opening the account and during the course of business rela5onship, are 
properly preserved for at least ten years aZer the business rela5onship is ended. Apart from this, 
the applica5on form, copy of loan agreement, NOC, other document either photocopy or 
cancelled original copy will be kept for next  

ten years aZer the full closure of the account. However, preserva5on and maintenance of the 
documents will be in paper form and a soZ copy.  
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The iden5fica5on of records and transac5on data will be made available to the competent 
authori5es upon request only through the principal officer under this policy with his approval. 
(l)Repor5ng to Financial Intelligence Unit-India  

The Principal officer will report informa5on rela5ng to cash and suspicious transac5ons if detected 
to the Director, Financial Intelligence Unit-India (FIU-IND) as advised in terms of the PMLA rules, in 
the prescribed formats as designed and circulated by RBI at the following address or such address 
as modified from 5me to 5me:  

Director, FIU-IND,   

Financial Intelligence Unit-India,   

6 th Floor, Hotel Samrat,   

Chanakyapuri  New 
Delhi-110021  

Miscellaneous  

Compliance under Foreign Contribu5on (Regula5on) Act, 1976   

The Company shall also ensure that provisions of the Foreign Contribu5on (Regula5on) Act (FCRA), 
1976 are duly adhered to. FCRA regulate the acceptance and u5liza5on of foreign contribu5on or 
foreign hospitality received by certain specified persons or associa5ons such as candidates for 
elec5on, journalist, Judges/Govt. servants, poli5cal party, etc.  

However, law permits certain persons or associa5ons to accept the foreign contribu5on with the 
approval of the Central Government, as per the provisions of FCRA. In those cases, copy of 
approval or leQer of in5ma5on shall be taken from the customer.  

Annexure I  

CUSTOMER IDENTIFICATION PROCEDURE FEATURES TO BE VERIFIED AND DOCUMENTS THAT MAY 
BE OBTAINED FROM CUSTOMERS  

A) Individuals :  

Legal name and any other names used  

▪ Aadhar Card  
▪ Passport 
▪ PAN card  
▪ VotersID 
▪ Driving License 
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▪ Iden5ty card (subject to the Company‟s sa5sfac5on)  

▪ LeQer from a recognized public authority or public servant verifying the iden5ty 
and residence of the customer to the sa5sfac5on of the Company  

 Documents required to confirm correct permanent address  

1) Telephone bill 
2) Account statement  
3) LeQer from any recognized authority  
4) Electricity bill  
5) Ra5on card  
6) LeQer from employer (subject sa5sfac5on of the Company)  

( any one document which provides customer informa5on to the sa5sfac5on 
of the Company will suffice )  

B)Companies  

- Name of the Company   

- Principal place of business   

- Mailing address of the Company   

- Telephone/Fax Number 

- Cer5ficate of incorpora5on and Memorandum & Ar5cles of Associa5on  

i. Resolu5on of the Board of Directors to open an account and iden5fica5on of those who 
have authority to operate the account  

ii. Power of AQorney granted to its managers, officers or employees to transact business on 
its behalf  

iii. Copy of PAN allotment leQer  
 v.  Copy of the telephone bill  

C)  Partnership Firms  

-Legal name   

-Address   

-Names of all partners and their Addresses-Telephone numbers of the firm and partners  

i. Registra5on cer5ficate, if registered  

ii. Partnership deed  

iii. Power of AQorney granted to a partner or an employee of the firm to transact business 
on its behalf  

iv. Any officially valid document iden5fying the partners and the persons holding the  
Power of AQorney and their addresses  
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v. Telephone bill in the name of firm/partners  

 D) Trusts & FoundaNons  

-Names of trustees, seQlers, beneficiaries and signatories   

-Names and addresses of the founder, the managers/directors and the beneficiaries 
-Telephone/fax numbers  

i.  Cer5ficate of registra5on, if registered  
ii.  Power of AQorney granted to transact business on its behalf  
iii.Any officially valid document to iden5fy the trustees, seQlers, beneficiaries and those 
holding Power of AQorney, founders/ managers/ directors and their addresses 

iv. Resolu5on of the managing body of the founda5on/associa5on  

 v.  Telephone bill  

Annexure II  

All suspicious transac5ons whether or not made in cash and by way of –  

1. Deposits and credits, withdrawals into or from any accounts in whatsoever name they are 
referred to in any currency maintained by way of –  

a. cheques including third party cheques, pay orders, demand draZs, cashiers cheques or any 
other instrument of payment of money including electronic receipts or credits and 
electronic payments or debits, or  

b. travellers cheques, or  

c. transfer from one account within the same banking company, financial ins5tu5on and 
intermediary, as the case may be, including from or to Nostro and Vostro accounts, or  

d. any other mode in whatsoever name it is referred to;  

Credits or debits into or from any non-monetary accounts such as d-mat account, security 
account in any currency maintained by the banking company, financial ins5tu5on and 
intermediary, as the case may be;  

Money transfer or remiQances in favour of own clients or non-clients from India or abroad and 
to third party beneficiaries in India or abroad including transac5ons on its own account in any 
currency by any of the following: -  

o  Payment orders 
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o  Cashiers cheques 
o  Demand draZs 
o  Telegraphic or wire transfers  
o  Electronic remiQances or transfer 
o   Internet transfers  
oAutomated Clearing House remiQances  
o Lock box driven transfers or remiQances 
o remiQances for credit or loading to electronic cards  
 any other mode of money transfer by whatsoever name it is called 

4. Loans and advances including credit or loan subs5tutes, investments and con5ngent liability 
by way of: -  

o subscrip5on to debt instruments such as commercial paper, cer5ficate of deposits, 
preferen5al shares, debentures, securi5zed par5cipa5on, interbank par5cipa5on or any 
other investments in securi5es or the like in whatever form and name it is referred to. 

o   purchase and nego5a5on of bills, cheques and other instruments, or  

o foreign exchange contracts, currency, interest rate and commodity and any other 
deriva5ve instrument in whatsoever name it is called; or  

o leQers of credit, standby leQers of credit, guarantees, comfort leQers, solvency cer5ficates 
and any other instrument for seQlement and/or credit support;  

5. Collec5on services in any currency by way of collec5on of bills, cheques, instruments or any 
other mode of collec5on in whatsoever name it is referred to.  
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